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4.  This Policy is not intended to amend or supersede any aspect of any applicable 

collective agreement, employment contract or University policy. In the case of conflict 

between the provisions of this Policy and the provisions of any applicable collective 

agreement or employment contract, the latter shall prevail. 

5.  This Policy does not create any new privacy rights, nor a right not to be electronically 

monitored. Nothing in this Policy affects or limits the University’s ability to conduct, or 

use information obtained through electronic monitoring.  

6. This policy applies to all Employees and Assignment Employees. 

II.  DEFINITIONS 

1. The following definitions shall apply to this Policy: 

1.01  Employee: University staff, faculty, clinical faculty, adjunct faculty, clinical adjunct 

faculty, managers and leaders, librarians and archivists, post-doctoral 

associates, graduate teaching assistants or any other individual who is an 

“employee” for the purposes of the Employment Standards Act, 2000.  

1.02  Assignment Employee: an employee employed by a temporary employment 

agency for the purpose of being assigned to perform work on a temporary basis 

for the University. 

III.  POLICY 

1. University Obligations 

1.01 The University is committed to ensuring that any information collected through 

electronic monitoring is handled appropriately and in keeping with University 

policies, collective agreements, individual employment contracts, and any 

applicable and/or relevant legislation.  

1.02 The University collects information through electronic monitoring for a variety of 

purposes, including ensuring campus safety, as well as protecting the 

University’s technological, legal, financial, academic, research and administrative 

interests. 

1.03 The University uses technological, electronic, or digital means to actively and/or 

passively monitor the following:   

¶ the safety of individuals, buildings and property; 

¶ physical access to University buildings; 

¶ electronic devices or information systems that are owned, operated, 

maintained, or contracted by the University;  

¶ University-owned motor vehicles; 

¶ University-provided telecommunication services;  
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¶ University-issued payment cards; and 

¶ time-tracking systems for employee payroll. 

 1.04 All information collected through electronic monitoring will be securely stored and 

  protected.  

1.05  In the event the University collects any personal information, as defined in the 

Freedom of Information and Protection of Privacy Act, through the use of 

electronic monitoring, the University shall 


